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Besondere Bestimmungen digitale Banking Services

Dieser Text gilt sinngemass fur weibliche und eine Mehr-
zahl von Personen.

Die Besonderen Bestimmungen digitale Banking Ser-
vices regeln die Nutzung der digitalen Services der
Bank durch den Vertragspartner und andere Benutzer.
Als «Vertragspartner» gilt diejenige Person, welche die
Geschaftsbeziehung bei der Bank fuhrt. Als «Benutzer»
gelten diejenigen Personen, welche als Vertragspartner
oder bevollméachtigte Person die digitalen Services nut-
zen.

Mit der Nutzung der digitalen Services anerkennt der
Vertragspartner bzw. der Benutzer die vorliegenden
Besonderen Bestimmungen digitale Banking Services
sowie die Datenschutzerklarung. Die Allgemeinen Ge-
schaftsbedingungen (AGB), das Depotreglement sowie
weitere Vereinbarungen zwischen Vertragspartner und
Bank, sind fur den Benutzer verbindlich. Der Vertrags-
partner hat die Benutzer dariiber sowie Uber weitere
wesentliche Informationen, insbesondere Risikoaufkla-
rungen, in Kenntnis zu setzen bzw. aufzuklaren.

Die Bank behalt sich jederzeit Anderungen der besonde-
ren Bestimmungen digitale Banking Services vor.

1. 1. Umfang der digitalen Services

Die digitalen Services ermoglichen es dem Vertragspart-
ner, seine Bankgeschafte online zu erledigen und Infor-
mationen abzurufen. Er kann insbesondere Konto- und
Depotinformationen abrufen, Zahlungs- und Bérsenauf-
trdge abwickeln sowie Karteninformationen abfragen
und Kartenmutationen vornehmen.

Der Umfang der jeweils verfligbaren digitalen Services
wird durch die Bank festgelegt und kann jederzeit ge-
andert, weiterentwickelt sowie erhoht oder reduziert
werden.

2. 2. Zugang zu den digitalen Services

2.1 Technische Voraussetzungen

Der Zugang zu den digitalen Services erfolgt Gber das
Internet Uber einen Netzbetreiber (Provider). Hierzu be-
notigt der Benutzer die entsprechende Hard- und Soft-
ware, welche im Verantwortungsbereich des Benutzers
liegen.

Der Benutzer ist verpflichtet, die notwendigen Sicher-
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heitsvorkehrungen zu treffen, insbesondere seine Zu-
griffsgerdte angemessen gegen den unbefugten Zugriff
durch Dritte und gegen Cyberrisiken zu schiitzen und
die Sicherheitseinstellungen seiner Zugriffsgerate auf
dem aktuellen Stand zu halten.

2.2 Legitimationsprifung

Zugang zu den digitalen Services erhalt, wer sich durch
Eingabe der personlichen Legitimationsmerkmale (wie
z.B. Identifikation Gber Mobile Banking App, Passwort,
Legitimationskennziffern, ~ Hardware-Token  nachste-
hend «Legitimationsmittel» genannt) gegeniber der
Bank legitimiert hat. Dem Benutzer werden die persén-
lichen Legitimationsmittel zum bestimmungsmassigen
Gebrauch zur Verfigung gestellt. Die Bank kann die
Legitimationsmittel jederzeit aus sachlichen Griinden
austauschen oder anpassen.

Erfolgt eine Legitimation mittels biometrischer Daten,
liegt es am Benutzer, sicherzustellen, dass er die einzige
Person ist, deren biometrische Daten auf dem Gerat hin-
terlegt sind. Die Bank hat weder die Moglichkeit, die auf
dem jeweiligen Zugriffgerat hinterlegten biometrischen
Daten einzusehen noch diese zu kontrollieren oder zu
beeinflussen. Das verwendete Gerdt ist durch den Be-
nutzer vor unbefugtem Zugriff zu schitzen.

Im Rahmen der Legitimationspriifung ist die Bank be-
rechtigt, beauftragten Dritten die Legitimationsmittel
des Benutzers bekannt zu geben.

2.3 Nutzungsverantwortung

Der Vertragspartner tragt das Risiko und die Schaden,
welche Benutzer bei der Nutzung der digitalen Services
verursachen.

Jede sich mittels der Legitimationsmittel legitimierende
Person, unabhangig von ihrem internen Rechtsverhaltnis
zum Vertragspartner und ungeachtet anderslautender
Handelsregistereintrage, Veroffentlichungen oder Rege-
lungen auf den Unterschriftendokumenten, darf seitens
der Bank als korrekt legitimierter Benutzer betrachtet
werden. Die Bank darf daher ohne weitere Uberpriifung
der Berechtigung von einer solchen Person Auftrdage
und rechtsverbindliche Mitteilungen entgegennehmen.
Dies gilt auch, wenn es sich bei dieser Person um einen
unberechtigten Benutzer handelt, der sich legitimieren
konnte. Samtliche Handlungen, die aufgrund der vorer-
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wahnten Legitimationsprifung erfolgen, sind vom Ver-
tragspartner zu verantworten.

Der Vertragspartner anerkennt vorbehaltlos samtliche
Transaktionen, Geschafte, Vereinbarungen und Erkla-
rungen, welche im Rahmen der digitalen Services un-
ter Verwendung der Legitimationsmittel des Benutzers
getatigt werden. Sdmtliche Instruktionen, Auftrdge und
Mitteilungen, welche die Bank auf diesem Weg errei-
chen, sind fir den Vertragspartner verbindlich.

2.4 Auftragserteilung

Die Bank wird vom Vertragspartner beauftragt, die bei
ihr Uber die digitalen Services eingehenden Auftrage
auszufiihren sowie den Instruktionen und Mitteilungen
nachzukommen, falls die systemgemasse Legitimations-
prafung erfolgt ist. Werden der Bank im Rahmen der
Nutzung der digitalen Services Auftrage erteilt, so ist sie
berechtigt, einzelne Auftrdge nach ihrem freien Ermes-
sen abzulehnen.

Falls der Benutzer vom Vertragspartner gegeniiber der
Bank ausserhalb der digitalen Services nicht separat als
Bevollmachtigter ernannt wurde und die Bank ihn als
solchen akzeptiert hat, fihrt die Bank keine Auftréage
aus und kommt keinen Instruktionen nach, falls diese
vom Benutzer ausserhalb der digitalen Services Gbermit-
telt werden.

Die Bank hat das Recht, jederzeit und ohne Angabe
von Grinden die Entgegennahme von Instruktionen,
Auftrdgen und Mitteilungen Uber die digitalen Services
abzulehnen.

Erteilt der Benutzer der Bank einen Auftrag, welcher
nicht oder nur teilweise auftragsgemaéss ausgefthrt
wurde, muss dies umgehend bei der Bank beanstandet
werden.

2.5 Sperrung des Zugangs

Der Benutzer kann seinen Zugang zu den digitalen Ser-
vices selbst sperren oder sperren lassen. Der Vertrags-
partner kann die Sperrung des Zugangs eines Benutzers
bei der Bank verlangen. Die Sperre kann wahrend der
Ublichen Geschaftszeit bei der kontofiihrenden Ge-
schaftsstelle der Bank oder ausserhalb der Ublichen
Geschéftszeiten beim E-Banking Call Center verlangt
werden und muss der Bank unverzlglich schriftlich be-
statigt werden.

In dringenden Fallen kann der Benutzer seinen Zugang
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in Eigenregie sperren, indem er die Legitimationsmittel
bewusst mehrfach falsch eingibt, bis die sicherheitsbe-
dingte Sperre aktiviert wird. Die Sperre kann auf Antrag
des Vertragspartners bei der Bank wieder aufgehoben
werden.

Besteht Anlass zum Verdacht, dass unbefugte Drittper-
sonen Kenntnis von Legitimationsmitteln des Benutzers
gewonnen oder Zugang zu den digitalen Services er-
halten haben oder bei Verdacht auf Missbrauch hat der
Benutzer unverztglich die Sperrung zu veranlassen und
die Bank zu informieren.

Die Bank ist jederzeit berechtigt, den Zugang des Benut-
zers ganz oder teilweise zu sperren, ohne Angabe von
Grdnden und ohne vorgangige Kindigung.

3. Kosten und Entschadigungen

Dem Vertragspartner stehen die allgemeinen Dienstleis-
tungen der Bank im Rahmen der digitalen Services kos-
tenlos zur Verfligung. Die Bank hat das Recht Gebiihren
fir die Nutzung der digitalen Services einzufthren und
abzuédndern. Die Einfihrung oder Anderung von Kosten
wird dem Vertragspartner durch elektronische Anzeige,
Mitteilung in den digitalen Services oder auf andere
geeignete Weise mitgeteilt. Die Einflihrung oder Ande-
rung gilt ohne schriftlichen Widerspruch innert Monats-
frist ab Bekanntgabe als genehmigt.

Der Vertragspartner ermachtigt die Bank, allfallige Kos-
ten und Geblhren einem Konto des Vertragspartners
zu belasten.

4. Sorgfaltspflichten

Der Benutzer ist verpflichtet, sein Passwort bei einer
allfalligen Zustellung durch die Bank unverziglich nach
Erhalt zu andern. Das Passwort ist anschliessend durch
den Benutzer regelmassig zu andern.

Der Benutzer ist verpflichtet, alle Legitimationsmittel
geheim zu halten und gegen missbrauchliche Verwen-
dung durch Unbefugte zu schitzen. Insbesondere darf
ein allfélliges Passwort nach seiner Anderung nicht auf-
gezeichnet oder ungeschiitzt auf dem Computer des
Benutzers gespeichert oder unbefugten Dritten offen-
gelegt werden. Das Passwort darf Gberdies nicht aus
naheliegenden, leicht ermittelbaren Daten (Namen, Ge-
burtsdaten, Telefonnummern, Autokennzeichen usw.)
bestehen.

Die Bank wird zu keinem Zeitpunkt weder mit dem Ver-
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tragspartner noch mit dem Benutzer elektronisch oder
telefonisch in Kontakt treten, um Zugangsdaten zu er-
fragen oder dazu aufzufordern, Legitimationsmittel fur
die Nutzung der digitalen Services bekannt zu geben.

Der Vertragspartner tragt samtliche Folgen, die sich aus
der Preisgabe und der auch missbrauchlichen Verwen-
dung der Legitimationsmittel der Benutzer ergeben.

Der Benutzer nimmt zur Kenntnis, dass er alle im Zu-
sammenhang mit den digitalen Services abzuwickeln-
den Auftrage selbst erfassen muss. Fehlerhaft erfasste
Auftrage konnen in der Regel nicht geandert werden.
Der Bank obliegt keine Uberwachungspflicht.

5. Elektronische Konto-/Depotdokumente

Der Vertragspartner anerkennt, dass die schriftliche Mit-
teilung und die Mitteilung in elektronischer Form in glei-
cher Weise verbindlich sind.

Sobald die elektronischen Konto-/Depotdokumente
flr den Benutzer auf der digitalen Services-Umgebung
abrufbar sind, gelten diese dem Vertragspartner als zu-
gestellt. Hat der Benutzer die Konto-/Depotdokumente
abgerufen, so sind diese mindestens wahrend drei Mo-
naten verflgbar.

Die Verantwortung fur die Aufbewahrung der Konto /
Depotdokumente liegt allein beim Benutzer. Fur allfalli-
ge Beanstandungen bezlglich der getatigten Transak-
tionen gelten die Allgemeinen Geschaftsbedingungen
der Bank. Der Vertragspartner hat jederzeit das Recht,
Konto-/Depotdokumente in Papierform zu beziehen.
Dabei erklart sich der Vertragspartner mit der jeweiligen
Gebihrenordnung der Bank einverstanden.

6. Gesicherter Kommunikationskanal

Im Rahmen der digitalen Services stellt die Bank dem Be-
nutzer einen gesicherten Kommunikationskanal mit der
Bank zur Verfugung, Uber welchen der Benutzer und
die Bank Mitteilungen sowie Dokumente austauschen
kénnen. Durch den Benutzer Ubermittelte Mitteilungen
und Dokumente werden zu den Ublichen Geschéaftszei-
ten der Bank bearbeitet.

Uber den gesicherten Kommunikationskanal dirfen
keine zeitkritischen Auftrage (wie z.B. Zahlungs- oder
Borsenauftrége) erteilt werden.

Mitteilungen und Dokumente gelten dem Vertragspart-
ner als zugestellt, sobald diese fur den Benutzer auf der

BANK EKI Genossenschaft

Rosenstrasse 1 3800 Interlaken

03382617 71

digitalen Services-Umgebung abrufbar sind. Der Be-
nutzer hat daher sicherzustellen, die entsprechenden
Mitteilungen und Dokumente zeitgerecht zur Kenntnis
zu nehmen und dem Vertragspartner zur Kenntnis zu
bringen.

Der Benutzer ist bei Erhalt eines Dokuments Uber diesen
Kommunikationskanal verpflichtet, die Dokumente au-
sserhalb der digitalen Services zu speichern.

Die Bank ist berechtigt, bei Uberschreitung des Spei-
cherplatzes oder nach Ablauf einer Frist die digital zur
Verfligung gestellten Dokumente zu l6schen.

7. Elektronische Unterzeichnung von Dokumenten
Ausgewahlte Dokumente kdénnen mittels digitalen Ser-
vices entsprechend der Zeichnungsberechtigung elekt-
ronisch signiert werden. Dokumente, die zur elektroni-
schen Unterzeichnung zur Verfligung gestellt werden,
sind durch den Benutzer sorgfaltig auf Vollstandigkeit
und Richtigkeit zu prufen. Bei Unvollstandigkeit oder
Unrichtigkeit hat der Benutzer dies umgehend bei der
Bank zu beanstanden. Diese Dokumente kénnen digital
signiert werden. Mittels elektronischer Signatur dieser
Dokumente erklart sich der Kunde mit dem Inhalt der
Dokumente einverstanden und bestatigt, diese gelesen
und verstanden zu haben. Elektronisch signierte Doku-
mente entfalten dieselbe Wirkung wie handschriftlich
unterzeichnete. Ausgedruckte Kopien, die nachtrdglich
handschriftlich unterzeichnet werden, entfalten nur
Rechtswirkung, wenn sie von der Bank akzeptiert wer-
den.

Zur Ausstellung entsprechender Zertifikate fir die elekt-
ronische Signatur stellt der Benutzer der Bank die hierfur
bendtigten Daten (z.B. Vorname, Name, Geburtsdatum,
Nationalitat, Ausweisart und Ausweisnummer) zur Ver-
flgung und ermachtigt die Bank diese zwecks Ausstel-
lung des Zertifikats einem durch die Bank beauftragten
Zertifizierungsdienstleister weiterzuleiten.

Auf der digitalen Services-Umgebung signierte Doku-
mente werden dem Benutzer flr einen bestimmten
Zeitraum durch die Bank zur Verfligung gestellt. Der
Benutzer hat diese Dokumente ausserhalb der digitalen
Services abzuspeichern.

Der Vertragspartner anerkennt ausdriicklich die Ver-
bindlichkeit und Gultigkeit von Zertifikaten und elektro-
nischen Signaturen, welche durch die von der Bank ein-
gesetzten Zertifizierungsdienstleister ausgestellt werden
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als Beweismittel fur alle Handlungen und Transaktionen
zwischen dem Vertragspartner und der Bank.

8. Benachrichtigungsdienste

Im Rahmen der digitalen Services stellt die Bank dem
Benutzer die Moglichkeit zur Verfligung, Uber be-
stimmte Ereignisse mittels elektronischer Kommunika-
tion benachrichtigt zu werden (z.B. SMS, E-Mail oder
Push-Benachrichtigungen). Mit der Aktivierung von
Benachrichtigungsdiensten stimmt der Benutzer der
Zustellung der gewahlten Benachrichtigungen explizit
zu. Der Vertragspartner und der Benutzer nehmen zur
Kenntnis, dass im Rahmen dieser Benachrichtigungen
personenbezogene Daten und dem Bankkundenge-
heimnis unterstehende Daten Ubermittelt werden. Diese
Ubermittlung kann Gber ungesicherte Kanéle erfolgen,
welche durch die Bank nicht kontrolliert werden.

Aus technischen Griinden Ubernimmt die Bank keine
Gewabhr, dass diese Benachrichtigungen tatsachlich dem
Benutzer zugehen. Technische Grinde kénnen dabei
z.B. Verzdgerungen, Fehlleitungen oder Serviceunter-
briche sein.

9. API-Schnittstelle zu Drittdienstleister

9.1 Umfang

Die Bank bietet dem Vertragspartner bzw. den Benut-
zern den Austausch von konto- und depotbezogenen
Daten und Informationen mit Drittdienstleistern (z.B.
Fintechs) an («Informationsaustausch»), welcher fur
die Erbringung von gewissen Dienstleitungen notwen-
dig ist. Dieser Informationsaustausch erfolgt Gber eine
gesicherte API-Schnittstelle (Application Programming
Interface), die von der Bank zur Verfligung gestellt wird.
Mittels dieser Schnittstelle kénnen Benutzer Software
sowie andere technische Lésungen und Dienstleistun-
gen von Drittdienstleistern in Verbindung mit den digi-
talen Services der Bank nutzen. Die sorgféltige Auswahl
eines Drittdienstleisters sowie dessen Uberwachung ob-
liegt ausschliesslich dem Benutzer. Die Bank trifft weder
eine Uberwachungs- noch eine Kontrollpflicht des Dritt-
dienstleisters.

Die Bank Ubermittelt die Daten gemdass Auftrag des
Benutzers an den Drittdienstleister. Der entsprechende
Drittdienstleister ist vom Benutzer zu wahlen und zu ak-
tivieren.

Die Ubermittlung der Daten erfolgt indirekt Uber die
Plattform «bLink» von der SIX BBS AG (SIX) («Platt-
form»), Die Pflicht der Bank ist dabei auf die Ubermitt-

BANK EKI Genossenschaft

Rosenstrasse 1 3800 Interlaken

03382617 71

lung der Daten bzw. der Entgegennahme von Daten
(«Use Cases») Uber diese Schnittstelle beschrankt. Die
Bank publiziert die angebotenen Use Cases auf der In-
ternetseite der Bank.

Nach erfolgter Freigabe der Schnittstelle durch die Bank,
wird die Bank entsprechende Datenabfragen beantwor-
ten und Auftrage von den Drittdienstleitstern entge-
gennehmen («Service Calls»). Sofern der Service Call ei-
nen Auftrag an die Bank enthalt (z.B. Zahlungsauftrag),
kann eine zusatzliche Freigabe in den digitalen Services
der Bank erforderlich sein.

Die im Rahmen des Informationsaustauschs tbermit-
telten Daten kénnen gegentber anderen von der Bank
Ubermittelten Daten und Belegen abweichen. So wird
zum Beispiel der Wert der Transaktionen per Transakti-
onsdatum statt per Valutadatum bertcksichtigt.

Die Bank behalt sich das Recht vor, den Umfang des
Leistungsangebots anzupassen. Insbesondere kénnen
neue Use Cases eingeflihrt, bestehende gedndert oder
eingestellt werden.

9.2 Identifizierungsschliissel

Nach der Aktivierung des Informationsaustauschs in
den digitalen Services der Bank unter Verwendung der
glltigen Legitimationsmittel, wird die Bank einen elek-
tronischen Identifizierungsschlissel («Token») ausstel-
len. Der Token wird von der Bank tber die Plattform an
den Drittdienstleister Ubermittelt. Die Bank hat keinen
Einfluss auf die rechtmassige Verwendung des Tokens
beim Drittdienstleister. Sofern ein Service Call vom Dritt-
dienstleister oder der Plattform mit dem entsprechen-
den Token versehen ist, beantwortet die Bank diesen.
Der Drittdienstleister ist fur die sichere Verwaltung und
die durch ihn erbrachte Datenbearbeitung selbst ver-
antwortlich. Die Bank tibernimmt hierfir keine Uberwa-
chungs- oder sonstige Pflichten

9.3 Spezielle Sorgfaltspflichten

Falls der Benutzer den Informationsaustausch zwischen
der Bank und einem von ihm gewahlten und aktivier-
ten Drittdienstleister beenden oder auf einzelne Gerate
einschranken mochte, muss der Benutzer den Informa-
tionsaustausch zum entsprechenden Drittdienstleister
|6schen oder einschranken. Die Beendigung oder Ein-
schrankung hat in den digitalen Services der Bank zu
erfolgen. Bis zu dieser Loéschung oder Einschrankung
durch den Benutzer werden Service Calls des Dritt-
dienstleisters beantwortet.
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Der Drittdienstleister Gberpruft die Zugriffsberechtigung
des Benutzers anhand von ihm ausgestellten Legitimati-
onsmitteln. Der Benutzer halt diese Legitimationsmittel
gemass den Bestimmungen des Drittdienstleisters ge-
heim und schitzt sie gegen missbrauchliche Verwen-
dung durch Unbefugte.

Der Vertragspartner nimmt zur Kenntnis, dass samtli-
che Benutzer entsprechende API-Schnittstellen zu Dritt-
dienstleistern einrichten kénnen.

9.4 Zugelassene Drittdienstleister

Benutzer konnen selbst wahlen, welche Drittdienstleis-
ter aktiviert werden sollen. Sie kénnen jedoch nur sol-
che Drittdienstleister wahlen, die von der Bank und der
Plattform zugelassen wurden. Die Bank behalt sich das
Recht vor, bestimmte Drittdienstleister, ohne Angabe
von Griinden, auszuschliessen.

Der Vertragspartner und die Benutzer nehmen zur
Kenntnis, dass die Zugriffsberechtigung beim Dritt-
dienstleister von derjenigen der Bank abweichen kann.
Der Drittdienstleister erbringt seine Dienstleistungen
ohne Mitwirkung oder Kontrolle durch die Bank. Es liegt
daher im Verantwortungsbereich des Vertragspartners
bzw. des Benutzers die Zugriffsberechtigung beim Dritt-
dienstleister zu Uberwachen und bei Bedarf anzupassen.

9.5 Datenverwendung durch den Drittdienstleister
Der Vertragspartner und die Benutzer nehmen zur
Kenntnis, dass mit der Ubermittlung der Daten (ber
die Plattform an den Drittdienstleister diese Kenntnis
Uber die entsprechenden Daten erhalten und entbin-
det hiermit die Bank von den Geheimhaltungspflichten
und willigt in die entsprechende Datenbekanntgabe ein.
Der Datenfluss erfolgt Uber den Service Call, der vom
Drittdienstleister indirekt Gber die Plattform an die Bank
gesendet wird.

Die Ubermittlung der Daten Uber die Plattform zum
Drittdienstleister bzw. vom Drittdienstleister in die Sys-
teme der Benutzer sowie die Datenverwendung beim
Drittdienstleister selbst richten sich ausschliesslich nach
den Vertragen des Drittdienstleisters, insbesondere nach
dessen Datenschutzerklarung. Der Drittdienstleister ist
fir die Gewahrleistung der Sicherheit sowie die Ein-
haltung des Datenschutzes in seinem Leistungsbereich
verantwortlich. Die Bank hat keinerlei Einfluss auf oder
Kontrolle Uber die Datenverwendung und die Sicher-
heitsmassnahmen des Drittdienstleisters. Daten kénnen
durch diesen auch im Ausland gespeichert werden. In
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diesem Fall unterliegen die Daten nicht den Schutz-
vorschriften des schweizerischen Rechts, insbesondere
nicht dem Bankkundengeheimnis. Der Drittdienstleister
handelt ausschliesslich als vom Benutzer beigezogene
Hilfsperson. Deshalb lehnt die Bank jegliche Uberwa-
chungs- oder Kontrollpflicht und jegliche sonstige Ver-
antwortung flr Leistungen oder Unterlassungen des
Drittdienstleisters ab.

9.6 Datenverwendung durch die Plattform

Die Daten des Vertragspartners bzw. des Benutzers kon-
nen von der Betreiberin der Plattform bearbeitet und
gespeichert werden. Die Daten kénnen durch die Be-
treiberin der Plattform fir folgende Zwecke verwendet
werden:

e Betrieb der Plattform

e Unterstitzung und Uberwachung von Datenabfra-
gen und Auftragen

e Weiterentwicklung des Informationsaustauschs

Die Bank hat keine Kontrolle Uber die Verwendung der
Daten durch die Betreiberin der Plattform.

9.7 Datenverwendung durch die Bank

Der Vertragspartner und der Benutzer stimmen zu, dass
die Bank die Daten, welche sie im Rahmen des Informa-
tionsaustauschs von Dritten erhalt, zur gesamtheitlichen
Beratung nutzen, Uberprifen sowie im Rahmen der ge-
setzlichen Vorgaben weiterverwenden darf.

9.8 Haftung bei Nutzung des
Informationsaustauschs

Die Bank hat keinen Einfluss auf den Informationsaus-
tausch, die Leistungserbringung durch den Drittdienst-
leister sowie die Betreiberin der Plattform. Der Bank ob-
liegt keine Uberwachungs- oder Kontrollfunktion tber
den Drittdienstleister sowie die Betreiberin der Plattform
und sie lehnt jegliche Gewahrleistung oder Haftung fur
deren Tatigkeiten oder Unterlassungen ab.

10. Multibanking

10.1 Umfang

Mittels Multibanking kann der Benutzer die Bank be-
auftragen, Daten von Drittbanken zu empfangen sowie
Auftrédge an diese zu Ubermitteln. Hierfur stellt die Bank
entsprechende Schnittstellen zur Verfligung oder zieht
Plattformen eines Drittdienstleisters bei (z.B. bLink von
der SIX BBS AG).

Die Bank behalt sich das Recht vor, Einbindungen von
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Drittbanken abzulehnen, sofern diese nicht ihren ban-
kinternen Anforderungen entsprechen. Weiter behalt
sich die Bank das Recht vor, unvollstdndige Datentber-
mittlungen abzulehnen (z.B. unvollstandige Zahlungs-
auftrage).

10.2 Identifizierungsschliissel

Der Aktivierungsprozess und der nachfolgende Daten-
austausch zwischen der Bank und dem an Multibanking
angeschlossenen Konto einer Drittbank erfolgt mittels
deren Token. Dieser Token wird mit dem fur die digita-
len Services glltigen Legitimationsmittel verknupft.

10.3 Spezielle Sorgfaltspflichten bei

der Nutzung von Multibanking

Der Benutzer ist verpflichtet, Daten, die an eine Dritt-
bank Ubermittelt werden (z.B. Zahlungsauftrage) zu
prafen und die Drittbank bei allfalligen Unstimmigkei-
ten umgehend zu informieren.

10.4 Datenschutz bei der Nutzung

von Multibanking

Der Vertragspartner und der Benutzer stimmen zu, dass
die Bank die Daten, welche sie im Rahmen von Multiba-
nking von Dritten erhélt, zur gesamtheitlichen Beratung
nutzen, Uberprifen sowie im Rahmen der gesetzlichen
Vorgaben weiterverwenden darf.

10.5 Haftung beim Einsatz von Multibanking

Die Bank Ubernimmt keine Haftung fur die Plattformen
von Drittdienstleistern, Drittbanken und von diesen bei-
gezogenen Hilfspersonen. Die Erbringung der Dienst-
leistung erfolgt mit der bankUblichen Sorgfalt. Die Bank
hat jedoch keinen Einfluss auf oder Uberwachungsfunk-
tion bei den beigezogenen Plattformen von Drittdienst-
leistern, den Drittbanken und den von diesen beigezo-
genen Dritten.

11. Elektronische Rechnungen (eBill)

Die Bank stellt dem Benutzer die Moglichkeit zur Ver-
figung, am eBill-Rechnungssystem teilzunehmen und
elektronische Rechnungen zu erhalten und zu beglei-
chen. Die Rechnungen kénnen entweder einzeln oder
mittels Sammel- oder Dauerfreigabe freigegeben wer-
den. Der Benutzer definiert die entsprechenden Regeln.

Damit der Vertragspartner am eBill-Rechnungssystem
teilnehmen kann, muss sich der Vertragspartner im Rah-
men der digitalen Services legitimieren und sich einma-
lig bei SIX auf dem eBill-Portal registrieren.
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Der Benutzer kann, die mittels eBill-Rechnungssystem
eingegangenen elektronischen Rechnungen direkt im
Rahmen der digitalen Services zur Zahlung freigeben
oder auf elektronische Weise ablehnen. Der Benutzer ist
verantwortlich die Zahlungsauftrdge auf Richtigkeit und
Vollstandigkeit zu prifen.

Die Bank tbernimmt keine Gewahr fur die Richtigkeit
und Vollstandigkeit der elektronischen Rechnungen. Be-
anstandungen beziiglich dieser Rechnungen (z.B. Art
der Zustellung, Inhalt und Betrag) hat der Vertragspart-
ner an den Rechnungssteller zu richten.

Die Dienstleistung eBill wird von der SIX Paynet AG er-
bracht.

12. Besonderheiten beim Bankverkehr iliber das
Internet und das 6ffentliche Fernmeldenetz

Im Rahmen der Nutzung der digitalen Services bei der
Bank eingehende und von der Bank versandte Daten
werden, mit Ausnahme von Angaben Uber Absender
und Empfanger, von der Bank verschlisselt, soweit dies
die jeweils verwendeten technischen Verfahren zulassen.

Der Vertragspartner anerkennt, dass das Internet und
das offentliche Funknetz weltweite und offene, grund-
satzlich jedermann zugéangliche Netze darstellen und,
dass der digitalen Services Verkehr zwischen dem Be-
nutzer und der Bank Uber 6ffentliche, nicht speziell ge-
schutzte Einrichtungen erfolgt; dies gilt sowohl fur die
bei der Bank eingehenden elektronischen Anweisun-
gen des Benutzers als auch fir die von der Bank zum
Transport Ubergebenen elektronischen Meldungen an
den Benutzer. Die Uber das Internet zu Ubermittelnden
Daten kénnen das Gebiet der Schweiz in nicht voraus-
sehbarer Weise verlassen und zwar auch dann, wenn
Absender und Empfanger sich in der Schweiz befinden.
Da Absender und Empfanger im Rahmen der digitalen
Services nicht verschllsselt werden, kdnnen die ent-
sprechenden Angaben von unbefugten Dritten gelesen
werden. Unbefugte Dritte kénnen deshalb sowohl in
der Schweiz wie auch im Ausland Rickschlisse auf eine
Kundenbeziehung zwischen der Bank und dem Ver-
tragspartner ziehen.

Die Nutzung der digitalen Services aus dem Ausland
oder Uber ein privates Gateway (z.B. VPN) erfolgt auf
eigenes Risiko des Benutzers. Die Bank lehnt jede Haf-
tung fur Risiken oder Folgen aus einer solchen Nutzung
ausdricklich ab.
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13. Haftung der Bank

Die Bank beachtet bei der Erbringung der digitalen
Services und beim Betrieb ihres Rechenzentrums die
Ublichen Sorgfaltspflichten. Voraussehbare Betriebsun-
terbriche werden, wenn immer moglich, im Voraus an-
geklndigt; Betriebsunterbriiche zu Wartungszwecken
und zur Erweiterung oder Anpassung des Systems der
Bank sowie Betriebsunterbriiche bei vermuteten oder
festgestellten Gefdhrdungen der Betriebssicherheit
bleiben ausdricklich vorbehalten und I6sen keinerlei
Rechtsanspriche des Vertragspartners aus. Verarbei-
tungsunterbriiche werden nach Méglichkeit so rasch
wie moéglich behoben. Durch Verarbeitungsunterbriche
entstehen keine Schadenersatzanspriiche des Vertrags-
partners. Die Bank vermittelt nicht den technischen Zu-
gang zu ihren Dienstleistungen. Dies ist alleinige Sache
des Benutzers. Er nimmt insbesondere zur Kenntnis,
dass die Bank die fur die digitalen Services erforderli-
che spezielle Sicherheits-Software grundsatzlich nicht
vertreibt. Die Bank tbernimmt deshalb keine Gewahr
weder fur Provider noch fur die Sicherheits-Software.

Die Bank Ubernimmt keinerlei Gewahr fur Richtigkeit
und Vollstandigkeit der im Rahmen der digitalen Ser-
vices angezeigten oder Ubermittelten Daten und Infor-
mationen. Insbesondere Informationen tber Konti und
Depots (Saldo, Auszige, Transaktionen usw.) sind vor-
laufig und unverbindlich. Ebenso stellen samtliche Mit-
teilungen im Rahmen der digitalen Services keine ver-
bindlichen Offerten dar, es sei denn, das Angebot werde
ausdricklich als verbindliche Offerte gekennzeichnet.
Ferner sind Angaben Uber Devisen oder Notenkurse
stets unverbindliche Informationen.

Der Vertragspartner anerkennt, dass der Transport von
elektronischen Daten vom Benutzer bis zum Rechenzen-
trum der Bank und vom Rechenzentrum der Bank bis
zum Benutzer nicht in den Verantwortungsbereich der
Bank fallt; dieser ist vielmehr vom Benutzer selbst oder
von den von ihm beigezogenen Dritten zu besorgen. Fir
die Bank verbindlich sind stets die auf dem System der
Bank getatigten Transaktionen, wie sie in elektronischen
Aufzeichnungen und allfalligen Computerausdrucken
der Bank wiedergegeben sind. Jede Haftung der Bank
fur Schaden, die dem Vertragspartner infolge von Uber-
mittlungsfehlern, technischen Méngeln, Stérungen oder
Eingriffen Dritter in die Datenlbertragungsinfrastruktur
entstehen, ist ausgeschlossen.

Die Haftung der Bank fir Schaden, die dem Vertrags-
partner aus der Nichterfullung seiner vertraglichen Ver-
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pflichtung oder den vertraglichen Verpflichtungen des
Benutzers entstehen, sowie fur indirekte Schaden und
Folgeschaden, wie entgangener Gewinn oder AnsprU-
che Dritter, ist ausgeschlossen.

Die Bank Ubernimmt keine Haftung fir nicht fristge-
recht oder nicht vollstandig ausgefihrte Auftrage und
damit zusammenhdngende Schaden, insbesondere
durch Kursverluste, soweit die Ubliche Sorgfalt ange-
wendet wurde.

14. Vollmachtsbestimmungen

Die Ermaéchtigung der Benutzer zur Inanspruchnah-
me der digitalen Services behalt ihre Wirkung bis zu
einem an die Bank gerichteten Widerruf, ungeachtet
anderslautender Vertffentlichungen und/oder Handels-
registereintrage. Der Widerruf muss schriftlich erfolgen,
wobei die Bank das Recht — nicht aber die Pflicht — hat,
auch einen mundlichen Widerruf zu akzeptieren. Die
Ermachtigung erlischt weder mit dem Tod, der Verschol-
lenerklarung oder der Handlungsunfahigkeit des Ver-
tragspartners noch mit der Handlungsunfahigkeit eines
Benutzers.

15. Kiindigung

Die Kundigung des digitale Banking Services-Vertrages
kann jederzeit ohne Einhaltung einer Kundigungsfrist
durch die Bank oder schriftlich durch den Vertragspart-
ner erfolgen.

Interlaken, 26. November 2025
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